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DOD approved alternate authentication for 
telework, mobile/BYOD, & non CAC eligible users
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DOD authentication 
challenges

High cost and complexity of CAC 
infrastructure for teleworkers

Lack of strong authentication for non 
CAC eligible workers

Lack of strong authentication for non 
GFE (Mobile, BYOD)

Strong authentication 
from Yubico:

● Purpose-built for security
● No network connection, 

stored data, or client 
software required

● Highly phishing resistant
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YubiKeys bring portability, compatibility, and 
usability to PIV and CAC

FIPS 140-2 validated
Hardware security key that 

supports PIV/CAC & modern 
strong credentialing without 

peripheral devices

DOD approved MFA token
For unclassified & secret 

classified information systems 
and applications

Supports derived credentials
Approved as mobile authenticator 
for issuance of DoD Mobile PKI 

credentials. Supports DISA 
Purebred derived credentials
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Authority to operate at DOD
Over 150 unique implementations
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Get in touch with 
Yubico

yubico.com/federal

Rob Konosky
Federal Sales Director
rob.konosky@yubico.com
703 201 6135

Jeff Frederick
Sr Solutions Engineer, Federal
jeff.frederick@yubico.com
703 217 3551

Strong authentication. Easy user experience. 

Efficient delivery.

http://yubico.com/federal
mailto:rob.konisky@yubico.com
mailto:jeff.frederic@yubico.com
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